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Synopsis  Z-Wave Products 
This report examines 
wireless home network 
standards for 
constrained devices, 
including ZigBee, Z-
Wave, DECT ULE, and 
Low Power Wi-Fi as 
well as peer-to-peer 
protocols, including 
UPnP, QEO, and 
Alljoyn. The standards 
are analyzed from both 
a technical and 
business perspective, 
highlighting the 
conflicts between 
service providers and 
manufacturers, and 
the role that home 
networks play in that 
conflict. 

 
Publish Date: 1Q 14 “Understanding the strengths and weaknesses of each protocol from both a 

technical and business perspective is essential to anyone entering the market 
for smart products or smart home services,” said Tom Kerber, Director of 
Research at Parks Associates.  “This report provides a summary of the 
market forces that will determine the long-term winners in the wireless home 
network market.” 
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